
 

 

Are you already compromised? Do you know your threats and your enemies? 

How good are your security defences? Do you test like a real hacker? Have 
you considered all risk scenarios?  

What would you do if you are compromised today? Do you have a incident and 
crisis management plan? Does it cover reputational, legal, and regulatory 
aspects? 

What are your compliance requirements? How compliant are you? When was 
the last time you assessed your compliance status? 

Are your management aware of their roles and responsibilities regarding 
Cybersecurity? Does your organization have the required skills to manage 
Cyber Security? Do you employees know their role in protecting your 
organization?  

Do you have the right processes to manage your security? Are they effective? 
Are they designed as per best practices? 

Key Questions to Ask? 


